pl‘OfGSSiO“ﬂ' m szkolenia.itprofessional.pl

ACADEMY

Do: Dziatu IT | DW: Administratora Sieci
Szanowni Panstwo,

w imieniu wydawcy miesiecznika "IT Professional” oraz mec. Tomasza Cygana zapraszam na:

SZKOLENIE ONLINE

,Nowa ustawa o krajowym systemie cyberbezpieczenstwa (UKSC)
a odpowiedzialnosé podmiotu waznego i kluczowego
oraz kierownika i pracownika”

Prowadzenie: mec. Tomasz Cygan*

4 marca 2026 roku ($roda) na profesjonalnej platformie do SZKOLEN ONLINE

*mec. Tomasz Cygan - adwokat, praktyk, autor publikacji z zakresu bezpieczeristwa informacji
i ochrony danych osobowych w takich czasopismach jak: ,IT Professional’, ,IT w Administracji” oraz ,ABI Expert”;
audytor wewnetrzny normy ISO/IEC 27001:2014-12; trener z wieloletnim doswiadczeniem,; wspéfpracuje
Z centrami szkoleniowymi ,IT Professional Academy”, ,IT w Administracji” oraz ,ABI Expert’.

Odpowiedzialnos¢ za cyberbezpieczenstwo staje sie jednym z kluczowych elementéow
funkcjonowania wspoétczesnych organizacji, zwlaszcza w kontekscie nowelizacji ustawy o krajowym
systemie cyberbezpieczenstwa. Zmiany prawne znaczaco precyzujg wymagania wobec podmiotow
kluczowych i waznych oraz os6b odpowiedzialnych za nadzér nad bezpieczenstwem informacji. Zrozumienie
zakresu tej odpowiedzialnosci jest niezbedne, aby wilasciwie zarzgdzaé ryzykiem, unika¢ sankcji oraz
budowac¢ realng odpornos¢ organizacji na incydenty.

Szkolenie obejmie szczegétowe omoéwienie kwalifikacji . . .
podmiotéw kluczowych i waznych, a takze obowigzkéw | * Szkolenie w czasie rzeczywistym

wynikajgcych z ustawy. Przedstawione zostang zasady - nie jest to uprzednio nagrany materiat
odpowiedzialnosci  kierownikéw, —pracownikow IT oraz | . 6 godzin wraz z przerwa
uzytkownikdw wraz z mozliwymi konsekwencjami naruszen. - rozpoczynamy o godz. 9.00

Uczestnicy poznajg réwniez mechanizmy wytgczenia .
odpowiedzialnosci, zasady dokumentowania dziatah oraz
praktyczne przyktady interpretacji przepisow.

Mozliwos¢ zadawania pytan
i dyskusji z innymi uczestnikami

= Grupa do 25 o0séb - kazdy bedzie miat

Warsztaty przygotowane =zostaly dla administratorow czas na zadawanie pytan

systeméw, inspektorow  ochrony danych, oficerow
bezpieczenstwa oraz kadry kierowniczej. = Nizsza cena - w poréwnaniu do

Szkolenie odbedzie sie 4 marca 2026 roku ($roda) szkolenia stacjonarmego

na profesjonalnej platformie do SZKOLEN ONLINE. = Wydrukowany certyfikat
- wySlemy pocztg

Warunkiem uczestnictwa jest dokonanie wptaty na konto
organizatora oraz przestanie zgtoszenia na e-mail: = Dostepne na komputerze, tablecie
szkolenia@itprofessional.pl lub numer faksu: 71 798 48 48 i smartfonie - z dowolnego miejsca
albo  wypetnienie  formularza na  stronie  www:
szkolenia.itprofessional.pl/t/NUKSC

W razie watpliwosci pozostajemy do Panstwa dyspozycji pod numerem telefonu: 71 798 48 40.

Z powazaniem,

Peiny kalendarz naszych szkolen
i konferencji na stronie www:
szkolenia.itprofessional.pl

Arkadiusz Karasek

Podmiot zarzadzajacy: Organ rejestrowy: Sad Rejonowy Wroctaw-Fabryczna, VI Wydziat Gospodarczy
PRESSCOM Sp. z o0.0. KRS: 0000173413 Kapital zaktadowy: 50 000 zt
ul. Krakowska 29 NIP: 897-168-80-84 REGON: 932945064
50-424 Wroctaw Santander Bank Polska: 96 1090 1522 0000 0001 0162 2418
tel. 71 798 48 40 Nr ewidencyjny w rejestrze instytucji szkoleniowych: 2.02/00015/2005

fax 71 798 48 48 e-mail: szkolenia@jitprofessional.pl
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HARMONOGRAM SZKOLENIA ONLINE

,Nowa ustawa o krajowym systemie cyberbezpieczenstwa (UKSC)

a odpowiedzialnosé podmiotu waznego i kluczowego

oraz kierownika i pracownika”

Prowadzenie: mec. Tomasz Cygan
4 marca 2026 roku ($roda), godz. 9.00-15.00 na profesjonalnej platformie do SZKOLEN ONLINE

1. Kwalifikacja podmiotéw kluczowych

i waznych:

a. zakres definicji podmiotu kluczowego
i waznego po nowelizacji ustawy;

b. kryteria klasyfikacji - znaczenie ustug
Swiadczonych dla funkcjonowania
panstwa oraz odporno$¢ na incydenty;

c. obowigzek samoidentyfikacji i proces
notyfikowania wtasciwym organom;

d.  wptyw kwalifikacji na zakres obowigzkow
organizacyjnych i technicznych;

e. przeglad przyktadowych branz objetych

kwalifikacjq i najczestsze problemy
interpretacyjne.

2. Odpowiedzialno$¢ podmiotu waznego
i kluczowego:

a.

zakres odpowiedzialnosci prawnej
za wdrozenie systemu zarzadzania
bezpieczenstwem informacii;

odpowiedzialno$¢ za niewdrozenie lub
nienalezyte wdrozenie $rodkow
technicznych i organizacyjnych;

odpowiedzialnos¢ za brak wtasciwego
raportowania incydentow powaznych

i incydentow istotnych;

sankcje administracyjne i finansowe

przewidziane w ustawie oraz aktach
wykonawczych;

rola audytow, kontroli i nadzoru organéw
wiasciwych oraz konsekwencje ich
wynikdow.

3. Odpowiedzialno$¢ kierownika podmiotu
waznego i kluczowego:

obowigzek zapewnienia zgodnosci
organizacji z wymogami ustawy i nadzor
nad ich realizacjg;

odpowiedzialnos¢ za podejmowanie
decyzji organizacyjnych dotyczacych
ryzyka i bezpieczenstwa informacii;
konsekwencje zaniechania dziatan;

odpowiedzialnos¢ za delegowanie zadan
oraz wiasciwy nadzor nad zespotem IT
i zespotem ds. bezpieczenstwa;

relacja z organem nadzorczym -
obowigzki informacyjne kierownika.

Odpowiedzialnos¢ pracownikéw IT lub oséb
odpowiedzialnych za IT:

a.

zakres przypisanych obowigzkdw
technicznych i operacyjnych
wynikajacych z przepisdw i procedur
wewnetrznych;

odpowiedzialno$¢ za prawidtowg

konfiguracje, aktualizacje i utrzymanie
systemdw kluczowych;

skutki btedow, zaniedban lub braku
reakcji na sygnaty naruszen
bezpieczenstwa;

rola pracownika IT w wykrywaniu,
eskalacji oraz obstudze incydentow;

odpowiedzialnos¢ za nieprzestrzeganie
polityk dostepu, zasad szyfrowania,
logowania i monitorowania.

Odpowiedzialnosé pracownika oraz
uzytkownika:

a.

obowigzek stosowania polityk
bezpieczenstwa, procedur i wytycznych
organizacji;

*mec. Tomasz Cygan - adwokat, praktyk, autor publikacji z zakresu bezpieczenstwa informacji i ochrony danych osobowych w takich

czasopismach jak: ,IT Professional’, ,IT w Administracji” oraz ,ABI Expert’; audytor wewnetrzny normy ISO/IEC 27001:2014-12;
trener z wieloletnim do$wiadczeniem; wspdfpracuje z centrami szkoleniowymi IT Professional Academy”, IT w Administracji”
oraz ,ABI Expert”.
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b. konsekwencje naruszen, takich jak d. odpowiedzialno$¢ pracownicza
ujawnienie danych, phishing, utrata i porzadkowa wynikajgca z kodeksu
urzadzen stuzbowych czy tamanie zasad pracy;
dostepu; e. zasady proporcjonalnosci i adekwatnosci
c. odpowiedzialno$¢ za zgtaszanie w stosowaniu srodkdw ochrony i sankcji.

incydentdw oraz podejrzen naruszen;
d. wptyw poziomu Swiadomosci

uzytkownika na bezpieczenstwo

organizacji - rola szkolen i testow;

e. odpowiedzialnos¢ dyscyplinarna
pracownika wynikajaca z kodeksu pracy
lub regulaminéw wewnetrznych.

7. Wylaczenie odpowiedzialnosci:

a. przestanki braku winy - staranno$¢
zawodowa i nalezyte dziatanie zgodne
z procedurami;

b. dziatania podjete w warunkach sity
wyzszej lub sytuacji niemozliwej
do przewidzenia;

6. Zasady i rodzaje odpowiedzialnosci: c. whasciwa dokumentacja i dowody

a. odpowiedzialnos¢ administracyjna wdrozenia srodkow bezpieczenstwa jako
wynikajgca z ustawy o krajowym podstawa wytgczenia odpowiedzialnosci;
systemie cyberbezpieczenstwa; d. rola audytow, testow i kontroli

b. odpowiedzialno$¢ karna za umysine lub wewnetrznych w budowaniu linii obrony
razaco niedbate naruszenia organizacji;
bezpieczenstwa; e. wylaczenia wynikajace z regulacii

c. odpowiedzialnos¢ cywilna za szkody prawnych - granice odpowiedzialno$ci
powstate w wyniku incydentu lub braku kierownika, podmiotu i pracownikdw.
zabezpieczen;

8. Odpowiedzi na pytania uczestnikow
szkolenia.

Jak wyglada szkolenie online?

1. Zgtoszenia dokonujesz wysytajac wypetniong karte zgtoszeniowa na adres: szkolenia@itprofessional.pl,
lub numer faksu: 71 798 48 48 lub poprzez formularz na stronie www: szkolenia.itprofessional.pl/t/NUKSC

Na 2 dni przed szkoleniem na wskazane w zgtoszeniu adresy e-mail przeslemy unikatowe linki do platformy.

W dniu szkolenia logujesz sie do platformy z dowolnego miejsca na dowolnym urzadzeniu (komputer, tablet
lub smartfon).

W trakcie szkolenia wida¢ ekran prowadzacego oraz jego samego.
Mozesz zadawacé pytania trenerowi przez mikrofon lub wbudowany czat.
Materiaty w formacie PDF bedg do pobrania w trakcie szkolenia, a wydrukowany certyfikat otrzymasz poczta.

N o o s

Po zakoriczeniu szkolenia, nie ma mozliwosci jego ponownego odtworzenia.

Co jest potrzebne od strony techniczne;j?

= Komputer z przegladarka internetowa (Google Chrome, Mozilla Firefox, Safari, Microsoft Edge, Opera)
lub tablet lub telefon z bezptatna aplikacja do pobrania z Apple App Store lub Google Play Store.

= Mozna, ale nie trzeba uzywac podczas szkolenia wbudowanej kamery lub kamery internetowej, mikrofonu,
zestawu stuchawkowego lub gtosnikéw podtaczonych do urzadzenia, ale nie powinny by¢ one jednoczesnie
uzywane przez zadng inng aplikacje.

*mec. Tomasz Cygan - adwokat, praktyk, autor publikacji z zakresu bezpieczenstwa informacji i ochrony danych osobowych w takich
czasopismach jak: ,IT Professional’, ,IT w Administracji” oraz ,ABI Expert’; audytor wewnetrzny normy ISO/IEC 27001:2014-12;
trener z wieloletnim do$wiadczeniem; wspdfpracuje z centrami szkoleniowymi IT Professional Academy”, IT w Administracji”
oraz ,ABI Expert”.
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KARTA ZGLOSZENIA NA SZKOLENIE ONLINE

,Nowa ustawa o krajowym systemie cyberbezpieczenstwa (UKSC)
a odpowiedzialnosé podmiotu waznego i kluczowego
oraz kierownika i pracownika”
4 marca 2026 roku ($roda), godz. 9.00-15.00 na profesjonalnej platformie do SZKOLEN ONLINE

Wypetniong karte prosimy przesyta¢ na numer faksu: 71 798 48 48 lub e-mail: szkolenia@itprofessional.pl
Zgtoszenia mozna takze dokona¢ na stronie www: szkolenia.itprofessional.pl/t/NUKSC

Imie i nazwisko Stanowisko
Telefon E-mail (na ktory wyslemy unikatowy kod dostepu do platformy) Kwota
9 Imig i nazwisko Stanowisko
[ Telefon E-mail, (na ktory wyslemy unikatowy kod dostepu do platformy) Kwota
Suma kwot
RAZEM

Koszt uczestnictwa 1 osoby w szkoleniu online wynosi 690 zt i obejmuje koszt materiatéw w formie elektronicznej oraz
wydrukowany certyfikat przesytany pocztg po szkoleniu. Przy zgloszeniach na szkolenie nadestanych po dniu 27 lutego
2026 roku koszt uczestnictwa jednej osoby wynosi 790 zt. Liczba miejsc ograniczona jest do 25.

Do podanych cen nie doliczamy podatku VAT w_przypadku podpisania niniejszeqo oswiadczenia, tzn. kiedy
uczestnictwo w szkoleniu jest finansowane w co najmniej 70% ze $rodkow publicznych. W przeciwnym razie do powyzszych
cen zostanie doliczony podatek VAT w wysokosci 23%.

O Oswiadczam, iz srodki wydatkowane na ww. szkolenie pochodza w co
najmniej 70% ze Srodkéw publicznych w rozumieniu ustawy o finansach
publicznych. Niniejsze o$wiadczenie ma na celu mozliwo$¢ zastosowania stawki
zwolnionej VAT zgodnie z art. 43 ust.1 pkt 29¢ ustawy o podatku od towaréw

i ustug z dnia 11 marca 2004 r. z p6zn. zmianami. Data, pieczatka, podpis
DANE DO Ptatnosci prosimy realizowaé: PRESSCOM Sp. z 0.0., ul. Krakowska 29, 50-424 Wroctaw
FAKTURY: Santander Bank Polska: 96 1090 1522 0000 0001 0162 2418 z tytutem ptatnosci: 20260304NUKSC
DANE Nazwa
ODBIORCY:

Ulica NIP
Kod Miejscowo$¢ Telefon
E-mail do otrzymania faktur E-mail do ksiegowosci

DANE Nazwa NIP
NABYWCY:

Przestanie karty zgtoszenia stanowi prawnie wigzace zobowigzanie do uczestnictwa w szkoleniu na warunkach w niej okreslonych. Rezygnacji z udziatu
w szkoleniu mozna dokona¢ wytacznie w formie pisemnej (e-mail, fax, poczta), najpdzniej 7 dni roboczych przed szkoleniem. W przypadku otrzymania
rezygnacji przez organizatora pdzniej niz na 7 dni roboczych przed dniem szkolenia lub niezalogowania si¢ uczestnika do platformy i tym samym
niewziecia udziatu w szkoleniu, zgtaszajacy zostanie obcigzony petnymi kosztami uczestnictwa, wynikajacymi z przestanej karty zgtoszenia, na podstawie
wystawionej faktury VAT. Niedokonanie wptaty nie jest jednoznaczne z rezygnacjg z udziatu w szkoleniu.

Przestanie zgtoszenia i podanie danych osobowych jest dobrowolne. Niepodanie wymaganych
danych uniemozliwi realizacje umowy/zaméwienia. Informujemy, ze Panstwa dane osobowe
bedq przetwarzane w celach marketingu produktéw i ustug wlasnych Presscom Sp. z o.0.
Administratorem danych osobowych bedzie Presscom Sp. z 0.0. z siedzibg we Wroctawiu,
numer KRS 0000173413. Dane osobowe nie bedq przekazywane podmiotom trzecim
bez prawidtowej podstawy prawnej. W szczegdlnoci majg Pafistwo prawo do sprzeciwu wobec
przetwarzania w celach marketingowych, a takze zadania od Presscom Sp. z 0.0. dostepu
do swoich danych osobowych oraz ich sprostowania lub usuniecia. W sprawach z zakresu
ochrony danych osobowych mozZliwy jest kontakt z do@presscom.pl. Petna tre$¢ klauzuli
informacyjnej dostepna jest na stronie internetowej: https://presscom.pl/do. Data, pieczatka, podpis




